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       UNITED BUSINESS ASSOCIATION

TO ALL UBA MEMBERS

Re:  VARIOUS SECURITY ALERTS
1. CARJACKERS POSING AS HAWKERS:
There are credible reports reaching the UBA Office that thieves posing as genuine hawkers are at work in the Nairobi Industrial Area and other regions characterized by slow traffic movement. These “hawkers” display their goods and chattels in an eye-catching way that easily attracts the attention of a curious motorist; “hawkers” merchandise also elicit a lure of adventure from drivers who in a bid to overcome the boredom associated with driving in heavy traffic, enquiringly engage these “hawkers” in a talk (with the windows lowered). As the conversation gains momentum, to the bewilderment of the driver the “hawker” draws a gun from beneath the articles on display, and orders the driver to move aside; the “hawker” then commandeers the car to a secluded area in the suburbs (after perhaps picking up some “hawkers” along the way), and relieves the driver of all possessions at hand including the car. 
2.    SADISTIC ATTACKS BY HOODLUMS AND STREET URCHINS:
There are also reported incidents in the vicinity of the area bordering Nairobi’s Bunyala Road and Mombasa Road to the effect that street boys and villains masquerading as hawkers are hurling toxic/corrosive fluids at motorists through the open space created by lowered windows. We are informed that there is a driver currently recuperating at a Nairobi hospital from facial burns following a similar incident, and we understand that it is likely that she might not regain her sight. The motive behind such dastardly attacks is hitherto unknown, but is enough to send ripples of fear to motorists accustomed to driving with lowered windows. 

3.   CLOSE CONTACT WITH STRANGERS: 
We have on record an incident whereby innocent looking people approach a person on the street asking for directions to a well known place. After an exchange of customary handshakes, the good Samaritan loses consciousness and is dragged along to a remote alley where he/she is robbed blind of valuables in hand. One such victim recalls tottering past people in the company of people she had greeted by “handshakes”, but could not even utter a word or at least beckon passersby to her rescue. She was simply led off to her fate, while appearing like it was a sick lady being escorted to hospital by sympathizers or concerned relatives. Apparently, she unwittingly had been infused with some strong hallucinogen. The question is, how was this feat accomplished?         
4.   FAKE LPOs FROM REPUTABLE INSTITUTIONS:
We are apprised of cases whereby unscrupulous people are taking advantage of reputations enjoyed by noble religious institutions and without any authorization whatsoever, unlawfully initiate transactions on behalf of the latter. These tricksters fax LPOs purportedly from well known establishments, requesting urgent supplies for which a cheque is to be sent upon receipt of goods by the purchasing institution. Once goods are collected, these conmen vanish into thin air; it only later emerges that the telephone contacts that they quoted actually belong to public phone booths. 
5.   LARCENY OF SIDE-VIEW MIRRORS:
Reports have also reached the UBA Office that in the purlieus of the area around the junction of Waiyaki Way and Museum Hill, thieves masquerading as beggars and hawkers are prowling this area stealing wing mirrors from immobile cars stuck in traffic. They use gestures to distract the attention of drivers, and in a flash effortlessly remove these mirrors using crude implements, before legging it into oblivion. Incidentally, these thieves give no consideration to whether these mirrors are etched with conspicuous identification marks; it remains unknown whether etching of wing mirrors does indeed serve as a deterrent against thieves.
6.    COMPUTER VIRUS ALERT:
The UBA Office has received cautionary information advising internet users in general to be wary against opening any e-mail having an attached file called, “Invitation”. This file is basically a virus, and opens up an Olympic Torch before destroying the Zero Sector of the hard disc of a user’s computer. Should you receive such an e-mail, simply shut down your computer lest it be toast. This virus was recently discovered by McAfee, and so far its damage is irreparable.

7. MOBILE VIRUS ALERT:
We have received information that there is a new kind of fraudulence that mobile phone users are exposed to. Members are advised to be wary of mysterious calls on their cell phones telling them that there were people running random checks on lines, and that it was necessary for them (users) to press certain symbols on their keypads in order for these “technicians” to accomplish their mission. Once their request is fulfilled, these wily “technicians” access the SIM card details of unsuspecting phone users, and go on to make lavish calls using their victims’ lines. 
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